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-- The MAILING DATE of this communication appears on the cover sheet with the correspondence address --
Period for Reply

A SHORTENED STATUTORY PERIOD FOR REPLY IS SET TO EXPIRE 3 MONTH(S) FROM
THE MAILING DATE OF THIS COMMUNICATION.

Extensions of time may be available under the provisions of 37 CFR 1.136(a). In no event, however, may a reply be timely filed

after SIX (6) MONTHS from the mailing date of this communication.
- {fthe period for reply specified above is less than thirty (30) days, a reply within the statutory minimum of thirty (30) days will be considered timely.
- If NO period for reply is specified above, the maximum statutory period will apply and will expire SIX (6) MONTHS from the mailing date of this communication.
- Failure to reply within the set or extended period for reply will, by statute, cause the application to become ABANDONED (35 U.S.C. § 133).

Any reply received by the Office later than three months after the mailing date of this communication, even if timely filed, may reduce any

earned patent term adjustment. See 37 CFR 1.704(b).

Status

1)X] Responsive to communication(s) filed on 21 September 2004.
2a)X This action is FINAL. 2b)[] This action is non-final.
3)J Since this application is in condition for allowance except for formal matters, prosecution as to the merits is
closed in accordance with the practice under Ex parte Quayle, 1935 C.D. 11, 4563 O.G. 213.

Disposition of Claims

4 Claim(s) 1-11.13,14,16-27,29,30 and 32-42 is/are pending in the application.
4a) Of the above claim(s) is/are withdrawn from consideration.

5] Claim(s) _____is/are allowed.

6)X] Claim(s) 1-11,13,14,16-27,29,30 and 32-38 is/are rejected.

7)1 Claim(s) _____is/are objected to.

8)[] Claim(s) ____ are subject to restriction and/or election requirement.

Application Papers

9)[] The specification is objected to by the Examiner.
10)X] The drawing(s) filed on 29 September 2000 is/are: a)lX] accepted or b)[] objected to by the Examiner.
Applicant may not request that any objection to the drawing(s) be held in abeyance. See 37 CFR 1.85(a).

, Replacement drawing sheet(s) including the correction is required if the drawing(s}) is objected to. See 37 CFR 1.121(d).
11)] The oath or declaration is objected to by the Examiner. Note the attached Office Action or form PTO-152.

Priority under 35 U.S.C. § 119

12)] Acknowledgment is made of a claim for foreign priority under 35 U.S.C. § 119(a)-(d) or (f).
a)JAll b)J] Some * c)[_1 None of:
1. Certified copies of the priority documents have been received.
2] Certified copies of the priority documents have been received in Application No. ___
3.[] Copies of the certified copies of the priority documents have been received in this National Stage
application from the International Bureau (PCT Rule 17.2(a)).
* See the attached detailed Office action for a list of the certified copies not received.

Attachment(s)

1) & Notice of References Cited (PTO-892) 4) D Interview Summary (PTO-413)

2) [ Notice of Draftsperson’s Patent Drawing Review (PT0-948) Paper No(s)/Mail Date. ____

3) X Information Disclosure Statement(s) (PTO-1449 or PTO/SB/08) 5) L] Notice of Informal Patent Application (PTO-152)
Paper No(s)/Mail Date See attached. 6) D Other:

U.S. Patent and Trademark Office .
PTOL-326 (Rev. 1-04) Office Action Summary Part of Paper No./Mail Date 20050216
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1. Claims 1-11,13,14,16-27, 29,30 and 32-38 are presented for examination.
2. The following is a quotation of the appropriate paragraphs of 35 U.S.C. 102 that form the basis for the
rejections under this section made in this Office action:

A person shall be entitled to a patent unless —

(a) the invention was known or used by others in this country, or patented or described in a printed
publication in this or a foreign country, before the invention thereof by the applicant for a patent.

(b) the invention was patented or described in a printed publication in this or a foreign country or in public
use or on sale in this country, more than one year prior to the date of application for patent in the United
States.

(e) the invention was described in (1) an application for patent, published under section 122(b), by
another filed in the United States before the invention by the applicant for patent or (2) a patent
granted on an application for patent by another filed in the United States before the invention by the
applicant for patent, except that an international application filed under the treaty defined in section
351(a) shall have the effects for purposes of this subsection of an application filed in the United States
only if the international application designated the United States and was published under Article 21(2)
of such treaty in the English language.

3. Claims 1-11,13-14, 16-18 and 39 are rejected under 35 U.S.C. 102(a and/or b) as being clearly anticipated
by Goodyear et al. (Netcentric and Client/Server Computing: A Practical Guide ).

1. An. environment services architecture for a netcentric computing system, comprising: runtime services for
converting non-compiled computer languages into machine code during the execution of an application on said .
netcentric computing system (page 3-31 — 3-32); system services for performing system-level functions that selected
from the group consisting of system security services, profile management services, task and memory management
services and environment verification services; application services for performing common functions in said
netcentric computing system (page 3-32), wherein said common functions include first services and second services,
wherein said first services are selected from the group consisting of application security services, error
handlingllogging services, state management services; active help services; and common services (page 3-32),
wherein said second services are application integration interface services that are configured to pass context and
control of information to an application in said netcentric computing system that is external to said application
services, said application integration interface services further configured to specify a communication path for passing
information to said application external to said application services, and define an interface by which other
applications can expect to receive information from said application external to said application services, (page 3-33);
a component frame work service for providing components of said netcentric system with a standard infrastructure for
allowing an application running on components to communicate within and across applications in said netcentric
computing system (page 3-33); and operating system services for providing said netcentric computing system with
underlying basic computing services (page 3-34). ‘

As to claim 2, Goodyear et al. taught said runtime services include language interpreter services and virtual

machine services (page 3-31-3-32 Runtime Services).
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As to claim 3, Goodyear et al. taught said language interpreter services decompose a scripting language
into machine code at runtime (page 3-32, Language Interpreter Services).

As to claims 4, Goodyear et al. taught said virtual machine services includes as least one virtual machine
page 3-32 Virtual machine services).

As to claims 5, Goodyear et al. taught said system security services provide applications with the ability to
interact with the native security mechanisms that are used by an operating system on the netcentric computing *
system (page 3-32, system security services) .

As to claim 8, Goodyear et al. taught profile management services are used to access and update a plurality

of user or application profiles (page 3-32, profile management services).

As lo claim 7, Goodyear et al. taught said environment verification services monitor, identify and validate
application integrity before said application is executed on said netcentric computing system (page 3-33, environment
verification services).

As to claim 8, Goodyear et al. taught said task and memory management services allow applications or
events to control individual computing tasks or processes and manage memory resources in said netcentric
computing system (page 3-33, task and memory management services).

As to claim 9, Goodyear et al. taught said application security services are selected from the group
consisting of user access services, data access services and function access services (page 3-33, application
security services) -

As to claim 10, Goodyear et al. taught said error handlinglogging services present users of said netcentric
computing system with an explanation of errors and logs error events in a database (page 3-33, error
handling/logging services)

As to claim 11, Goodyear et al. taught said state management services enable information to be shared
between windows, web pages and applications in said netcentric computing system (page 3-33, state management
services )

As to claim 13, Goodyear et al. taught said active help services enable applications to provide assistance o
a user or a client for a specific task in said netcentric computing system (page 3-33, active help services).

As to claim 14, Goodyear et al. taught file services enable applications to use, manage and write to files that
are located in said netcentric computing system (page 3-33, file services).

. As to claim 16, Goodyear et al. taught said common services provide a plurality of reusable routines that
may be used across a set of applications in said netcentric computing systems (page 3-33, common services).

As to claim 39, Goodyear et al. taught said common functions further include third services that are codes
table services, said codes table services are configurable to enable applications operable in a remote client to access
and use at least one of parameters or validation rules that are stored external to said remote client (page 3-33, code

table services) .

4. Claims 1-11,13,14, 16-27,29,30, and 32-42 are rejected under 35 U.S.C. 102(e) as being anticipated by

Bowman-Amuah (6,289,382)
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The applied reference has a common assignee with the instant apptlication. Based upon the earlier effective
U.S. filing date of the reference, it constitutes prior art under 35 U.S.C. 102(e). This rejection under 35 U.S.C. 102(e)
might be overcome either by a showing under 37 CFR 1.132 that any invention disclosed but not claimed in the
reference was derived from the inventor of this application and is thus not the invention “by another,” or by an

appropriate showing under 37 CFR 1.131.

As to claim 17, Bowman-Amuah taught method of providing an environment services architecture for a
netcentric computing ;system, comprising the steps of converting non-compiled computer languages into machine
code during the execution of an application on said netcentric computing system with at least one runtime service
(col. 98, lines 14-46) ; located on a client and a server; performing system-level functions on said netcentric
computing system with at least one system service located on said client and said server, wherein said system
services are selected from the group consisting of system security services, profile management services, task and
memory management services and environment verification (col. 98, line 47 — col. 99, line 56) ; performing common
functions in said netcentric computing system with at least one common services located on said client and said
server (col. 99, line 57- col. 103-line 14), A

wherein said-first common services are selected from the group consisting of application security services,
error handiing/logging services, state management services, active help services and common services (col. 99, line
57- col. 103-line 14), enabling an applicétion on a remote client to access externally stored parameters and
validation rules in said netcentric computing system with second common services that are codes table services;

selectively caching in application refated memory on said remote client at least a portion of a code table
created using said codes table services, wherein said code table is created from said externally stored parameters
and validation rules that are accessed using said codes table services (col. 101, line 57- col. 102, line 29):. -

passing context and control of information to an external application in said netcentric computing system
with third common services that are application integration interface services, wherein said external application is
external to said remote client (col. 103, lines 3-14);

using component framework services located on said client and said server for providing a standard
infrastructure for components to communicate within and across applications in said netcentric computing system
(col. 103, line 32 — col. 104, line 46), and providing basic computing system services to said client and said server

with operating system services (col. 105, line 64 — col. 106, line 2).

As to claim 18, Bowman-Amuah taught said runtime services include language interpreter services and
virtual machine services (col. 98, lines 14-46).

As to claim 19, Bowman-Amuah taught said language interpreter services.decompose a scripting language
into machine code at runtime (col. 98, lines 14-46).

As to claim 20, Bowman-Amuah taught said virtual machine services includes as least one virtual machine
(col. 98, lines 14-46).
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As to claim 21, Bowman-Amuah taught said system security services provide applications with the ability to
interact with the native security mechanisms that are used by an operating system on the netcentric computing
system (col. 98, lines 563-59) .

As to claim 21, Bowman-Amuah taught profile management services are used to access and update a

plurality of user or application profiles (col. 98, lines 60-66).

As to claim 22, Bowman-Amuah taught said environment verification services monitor, identify and validate
application integrity before said application is executed on said netcentric computing system (col. 99, lines 19-38).

As to claim 24, Bowman-Amuah taught said task and memory management services allow applications or
events to control individual computing tasks or processes and manage memory resources in said netcentric
computing system (col. 99, lines 39-586).

As to claim 25, Bowman-Amuah taught said application security services are selected from the group
consisting of user access services, data access services and function access services (col. 99, line 64 — col. 100, line
23)

As to claim 26, Bowman-Amuah taught said error handling/logging services present users of said netcentric
computing system with an explanation of errors and logs error events in a database (col. 100, line 24 — col. 101, line
7)

As to claim 27, Bowman-Amuah taught said state management services enable information to be shared
between windows, web pages and applications in said netcentric computing system (col. 101, line 8-46 ). -

As to claims 28, Bowman-Amuah taught said active help services enable applications to provide assistance
to a user or a client for a specific task in said netcentric computing system (col. 102, lines 30-42)

As to claim 30, Bowman-Amuah taught file services enable applications to use, manage and write to files
that are located in said netcentric computing system (figure 191, col. 53, lines 20-30).

As to claim 32, Bowman-Amuah taught said common services provide a plurality of reusable routines that
may be used across a set of applications in said netcentric computing systems (col. 102, lines 42-63).

As to claim 41, Bowman-Amuah taught passing context and control of information comprises specifying with
said application integration interface services the communication path over which the information will be passed, and
defining with said application integration interface services the interface by which other applications can expect to
receive information from said external application {(col. 103, lines 4-13).

As to claim 33, Bowman-Amuah taught environment services architecture for a netcentric computing
system, comprising: at least one web server connected with a remote client; (figure 30) wherein said client and said
web server include runtime services, system services, application services, a component framework service and
operating syslem services (col. 99, line 19 — col. 1086, line 2), wherein said application services include codes table
services and application integration interface services, said codes table services are configured to enable
applications on said remote client to use parameters and validation rules stored in said netcentric computing system
external to said web server (col. 101, line 57 — col. 102, line 29) and said remote client, and said application
integration interface services are configured to provide a gateway to pass context and control of information to an
application in said netcentric computing system that is external to said web server and said remote client (col. 103,
lines 3-14).
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As to claim 34, Bowman-Amuah taught said runtime services convert non-compiled computer languages
into machine code during the execution of an application on said netcentric computing system (col. 98, line 14-46).

As to claim 35 Bowman-Amuah taught said system services perform system-level functions that are
selected from the group consisting of system security services, profile management services, task and memory
management services and environment verification services on said netcentric computing system (col. 98-line 47 —
col. 99, line 56). '

As to claim 36, Bowman-Amuah taught said application services also perform other common functions in
said netcentric computing system, wherein said other common functions are selected from the group consisting of
application security services, error handling/logging services, state management services, active help common
services (col. 99, line 52 — col. 102, line 63).

As to claim 37, Bowman-Amuah taught component framework service provides components of said
netcentric computing system with a standard infrastructure for allowing an application running on components to
communicate within and across applications in said netcentric computing system (col. 103, line 38 — col. 104, line 45).

As lo claim 38, Bowman-Amuah taught said operating system services provide said netcentric oompLgting
system with underlying basic computing services (col. 105, line 64 — col. 108, line 2).

As to claim 42, Bowman-Amuah taught said application integration interface services, are further configured
to specify a communication path by which information will be passed (col. lines 4-13). |

As to claims 1-11,13,14, 16-17 and 39-40, fail to teach or define above or beyond claims 16-27, 29,30, 32-
38, and 41-42, and are rejected for the reasons set forth above.

5. Applicant’s amendment necessitated the new ground(s) of rejection presented in this Office action.
Accordingly, THIS ACTION IS MADE FINAL. 'See MPEP § 706.07(a). Applicant is reminded of the extension of time
policy as set forth in 37 CFR 1.136(a).

A shortened statutory period for reply to this final action is set to expire THREE MONTHS from the mailing
date of this action. In the event a first reply is filed within TWO MONTHS of the mailing date of this final action and
the advisory action is not mailed until after the end of the THREE-MONTH shortened statutory period, then the
shortened statutory period will expire on the date the advisory action is mailed, and any extension fee pursuant to 37
CFR 1.136(a) will be calculated from the mailing date of the advisory action. In no event, however, will the statutory

period for reply expire later than SIX MONTHS from the date of this final action.
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6. Any inquiry concerning this communication or earlier communications from the examiner should be directed
to Larry D Donaghue whose telephone number is 571-272-3962. The examiner can normally be reached on M-F
8:00-5:00.

If attempts to reach the examiner by telephone are unsuccessful, the examiner's supervisor, John
Follansbee can be reached on 571-272-3964. The fax phone number for the organization where this application or
proceeding is assigned is 703-872-9306. |

Information regarding the status of an application may be obtained from the Patent Application Information
Retrieval (PAIR) system. Status information for published applications may be obtained from either Private PAIR or
Public PAIR. Status information for unpublished applications is available through Private PAIR only. For more
information about the PAIR system, see http://pair-direct.uspto.gov. Should you have questions on access to the

Private PAIR system, contact the Electronic Business Center (EBC) at 866-217-9197 (toll-free).

LARRY D. Donaal
"RIMARY EXARgif)
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